# INFORMATIVA IN MATERIA DI PROTEZIONE DEI DATI PERSONALI AI SENSI DEGLI ARTT. 12 e ss. DEL REGOLAMENTO UE 679/2016 E DEL D.LGS. N. 196/2003 COME NOVELLATO DAL D.LGS. N. 101/2018, E AI SENSI DEL PROVVEDIMENTO DEL GARANTE 8 APRILE 2010 E LE LINEE GUIDA DELL’EDPB 03/2019 IN MATERIA DI VIDEOSORVEGLIANZA

Ai sensi del nuovo Regolamento UE 679/2016, in ossequio al principio di Responsabilizzazione (c.d. “Accountability”), qualsiasi trattamento di dati personali deve essere lecito, corretto e trasparente. Tali principi implicano che l’interessato sia informato dell’esistenza del trattamento, delle sue finalità e dei diritti che può esercitare. In tale ottica, SI prega di prendere visione della seguente informativa.

Il Comune di Monte di Procida, nella sua qualità di Titolare del trattamento dei dati, ai sensi e per gli effetti del Regolamento UE 679/2016, con la presente informa gli interessati che i dati personali raccolti e/o assunti che li riguardano, acquisiti dal Titolare o che verranno richiesti in seguito e/o comunicati da terze parti, sono necessari e saranno utilizzati per le finalità di seguito indicate.

## **FINALITÀ DEL TRATTAMENTO**

I dati personali riferiti all’interessato, raccolti mediante l’impianto di videosorveglianza e dispositivi annessi, saranno trattati per assicurare una maggiore azione di prevenzione e repressione dei reati, per garantire una migliore e più efficace tutela della sicurezza urbana, dell’ordine e della sicurezza pubblica oltre che per esigenze di protezione civile e di soccorso in genere.

Detti impianti e/o dispositivi, in particolare, saranno finalizzati a:

* prevenire e reprimere gli atti delittuosi, le attività illecite e gli episodi di microcriminalità commessi sul territorio;
* tutelare immobili, beni, spazi di proprietà o in gestione all’Amministrazione, a prevenire eventuali atti di vandalismo e/o danneggiamento del patrimonio comunale e di disturbo alla quiete pubblica;
* controllare aree pubbliche e strade;
* tutelare coloro che più necessitano di attenzione, come i bambini, i giovani e gli anziani, garantendo un elevato grado di sicurezza nelle zone monitorate;
* tutelare l’ordine e la sicurezza pubblica;
* contrastare fenomeni di violenza in occasione di manifestazioni sportive;
* tutelare la sicurezza del patrimonio scolastico e delle aree limitrofe oltre che a fornire un’azione di contrasto ad eventuali atti di microcriminalità e bullismo;
* monitorare e controllare il traffico;
* acquisire fonti di prova e/o indizi;
* rilevare, prevenire, controllare ed accertare eventuali infrazioni;
* monitorare e prevenire l’abbandono e/o smaltimento illegittimo dei rifiuti;
* monitorare il territorio in occasione di eventi e/o calamità e, per l’effetto, attivare e coordinare gli strumenti di protezione civile;
* controllo dei varchi delle ZTL (Zone a Traffico Limitato) e non solo;
* rilevare ed accertare violazioni dei Regolamenti e/o ordinanze.

## **BASE GIURIDICA DEL TRATTAMENTO**

Il trattamento dei dati da parte del Titolare è lecito in base alle seguenti condizioni:

* art. 6, comma 1, lett. c) Regolamento UE 679/2016: il trattamento è necessario per adempiere un obbligo legale al quale è soggetto il Titolare del trattamento;
* art. 6, comma 1, lett. e) Regolamento UE 679/2016: il trattamento è necessario per l’esecuzione di un compito di interesse pubblico o connesso all’esercizio di pubblici poteri di cui è investito il Titolare del trattamento.
* art. 6, comma 1, lett. f) Regolamento UE 679/2016: il trattamento è necessario per il perseguimento del legittimo interesse del Titolare del trattamento o di terzi, a condizione che non prevalgano gli interessi o i diritti e le libertà fondamentali dell’interessato che richiedono la protezione dei dati personali.

## **MODALITÀ DEL TRATTAMENTO E OBBLIGO DI RISERVATEZZA**

Il trattamento dei dati è eseguito attraverso strumenti prevalentemente informatici, ad opera di soggetti impegnati alla riservatezza, con logiche correlate alle finalità e, comunque, in modo da garantirne la sicurezza e la protezione dei dati, nel rispetto della normativa vigente e del Provvedimento in materia di videosorveglianza - 8 aprile 2010. Il trattamento dei dati da parte del Titolare potrà avere ad oggetto anche categorie particolari di dati di cui all’art. 9 e 10 del GDPR. Per “categorie particolari di dati personali” si intendono i dati che rivelino l'origine razziale o etnica, le opinioni politiche, le convinzioni religiose o filosofiche, l’appartenenza sindacale, nonché dati genetici, dati biometrici intesi a identificare in modo univoco una persona fisica, dati relativi alla salute o alla vita sessuale o all'orientamento sessuale della persona. Il trattamento dei Vs dati particolari, essendo funzionale al conseguimento delle finalità di cui sopra, non richiede il Vs consenso. I dati raccolti non saranno oggetto di divulgazione e di diffusione a terzi, se non per il conseguimento delle finalità suddette.

## **UBICAZIONI DELLE TELECAMERE DELL’IMPIANTO DI VIDEOSORVEGLIANZA**

L’ambito di azione delle telecamere è indirizzato alle zone di pertinenza pubblica e/o accessibili al pubblico. Saranno evitate, salvo necessità, immagini ingrandite o dettagli non rilevanti. Inoltre, il Comando di P.L. potrà disporre di telecamere mobili che potranno essere posizionate in vari punti del territorio, in caso di necessità, per le finalità previste dalle norme ed indicate nella presente informativa. Gli interessati sono informati che la zona in cui stanno per accedere è videosorvegliata mediante l’utilizzo di idonea segnaletica installata nell’area ed anche sui veicoli in dotazione al personale della P.L.

## **COMUNICAZIONE A TERZI**

I dati personali oggetto di registrazione potranno essere conosciuti da personale e da collaboratori dell’Ente specificatamente Autorizzati a trattare tali dati (ex art. 29 del GDPR), ai soli fini sopra descritti. Tali soggetti sono tenuti a trattare i dati, anche ai sensi dell’art. 5 e 6 del Reg. 679/16, in modo lecito, corretto e limitatamente a quanto necessario per svolgere le proprie mansioni lavorative (c.d. minimizzazione dei dati); I dati relativi alla videosorveglianza potrebbero essere conosciuti dal partner tecnologico/AdS dell’Ente, solamente per finalità di manutenzione e aggiornamento degli impianti. I dati non saranno ceduti a terzi, salvo richieste dell’Autorità Giudiziaria, indagini difensive o per far valere in giudizio un diritto, ovvero negli altri casi previsti dalla legge (accesso agli atti ecc.). L’Ente intende inoltre informarla che i Suoi dati personali non saranno oggetto di trasferimento in paesi Extra-UE, salvo l’esistenza di apposita decisione della Commissione UE che garantisca, per tali paesi, l’adeguatezza e la garanzia di trattamento secondo le disposizioni del Reg. 679/16.

## **TEMPI DI CONSERVAZIONE**

I dati personali degli interessati saranno conservati secondo i termini di legge.

La conservazione sarà limitata a 24/48 ore successivi alla rilevazione, fatte salve speciali esigenze di ulteriore conservazione, nonché nel caso in cui si deve aderire ad una specifica richiesta investigativa dell’autorità giudiziaria o di polizia giudiziaria. Nelle sole ipotesi in cui l’attività di videosorveglianza sia finalizzata alla tutela della sicurezza urbana, il termine massimo di durata della conservazione dei dati è limitato ai sette (7) giorni successivi alla rilevazione delle informazioni e immagini raccolte.

LETTURA TARGHE VARCHI OCR: Ad integrazione dei sistemi di videosorveglianza il Titolare potrà utilizzare un sistema di lettura targhe e registrazione dei transiti per la sicurezza urbana e per attività di Polizia giudiziaria. Tali trattamenti sono soggetti alla Direttiva 2016/680 (recepita in Italia col Decreto Legislativo 18 maggio 2018, n. 51) che disciplina il trattamento dei dati da parte delle autorità a fini di prevenzione, investigazione e repressione di reati. Per tale trattamento i dati raccolti (“minimizzati” e strettamente correlati alle finalità perseguite) potranno essere conservati fino ad un massimo di 12 mesi dalla rilevazione, fatte salve ulteriori esigenze.

## **DIRITTI DELL’INTERESSATO**

L’interessato potrà far valere i propri diritti, verso il Titolare del trattamento o per mezzo del DPO, come indicati dal Regolamento 679/2016, ossia:

* Diritto di accesso (art. 15); Diritto di rettifica (art. 16); Diritto alla cancellazione (art. 17); Diritto di limitazione del trattamento (art. 18); Diritto alla portabilità del dato (art. 20); Diritto di opposizione al trattamento (art. 21); Diritto di revoca del consenso; Diritto di proporre reclamo all’autorità di controllo.

## **TITOLARE DPO E COMUNICAZIONI**

Il **Titolare** del trattamento è il Comune di Monte di Procida con sede in Via Panoramica - 80070 Monte di Procida (NA), C.F.: 80100130634 - PEC: protocollo@pec.comune.montediprocida.na.it. Questo Ente ha provveduto a designare un Data Protection Officer (RPD/DPO) ai sensi dell’art. 37 e ss del GDPR, contattabile ai recapiti presenti sul sito internet istituzionale del Titolare.