**INFORMATIVA SUL TRATTAMENTO DEI DATI PERSONALI**

ai sensi degli artt. 13 e 14 del Reg. UE 679/2016 (GDPR) e del D.Lgs.196/2003 e ss.mm.ii.

- Ingresso sedi dell’Ente (verifiche attuazione protocolli COVID-19) -

Gentile Dipendente/Utente/Fornitore/Visitatore e ogni altro soggetto terzo autorizzato ad accedere ai locali e agli uffici della Provincia di Nuoro (di seguito, anche più semplicemente “Provincia” o “Titolare”), ai sensi della normativa sopra indicata, si forniscono di seguito le informazioni in merito al trattamento dei Suoi dati personali (nella Sua qualità di soggetto Interessato) che, durante l’emergenza COVID-19 e non solo, accedono ai locali e agli uffici della Provincia o ad altri luoghi comunque a quest’ultima riferibili. Tali informazioni si rendono necessarie al fine di proteggere i diritti e le libertà fondamentali delle persone fisiche, in particolare per quanto attiene alle modalità di eventuale rilevamento della temperatura corporea per la prevenzione dal contagio da COVID-19.

**TITOLARE DEL TRATTAMENTO**

Titolare del trattamento, ai sensi del Regolamento Europeo 679/2016 (di seguito “GDPR”) e della normativa nazionale, è la Provincia di Nuoro con sede in Piazza Italia 22 - 08100 - Nuoro (NU), C.F.: 00166520916 - Telefono: 0784.238600 - PEC: [protocollo@pec.provincia.nuoro.it](mailto:protocollo@pec.provincia.nuoro.it).

**RESPONSABILE DELLA PROTEZIONE DEI DATI**

Il Responsabile per la Protezione dei Dati (RPD/DPO), anche noto come Data Protection Officer, è stato designato ai sensi dell’art. 37 del GDPR dal Titolare ed è contattabile per eventuale supporto ai recapiti dello stesso Titolare e/o ai contatti presenti sul sito web istituzionale dell’Ente (sezione privacy).

**TIPOLOGIA DI DATI PERSONALI TRATTATI**

Nei limiti delle finalità e delle modalità definite nella presente informativa, saranno oggetto di trattamento: dati anagrafici (nome, cognome, data di nascita, luogo di residenza), recapiti telefonici/Email, informazioni relative la visita (data/ora di accesso e tempo di permanenza), documento di riconoscimento/badge. Inoltre, nel periodo di “emergenza” dovuto al COVID-19, potranno essere oggetto di trattamento: dati attinenti alla temperatura corporea, informazioni in merito a contatti stretti con soggetti sospetti o risultati positivi al COVID-19, informazioni in merito alla provenienza da zone a rischio (secondo le indicazioni dell’OMS o di altre Autorità competenti), informazioni in merito a determinati sintomi (disturbi respiratori, disturbi gastrointestinali, febbre).

**SOGGETTI INTERESSATI AL TRATTAMENTO**

I dati personali oggetto di trattamento si riferiscono a:

* **\***Personale dipendente/collaboratore del Titolare del Trattamento;
* Utenti, fornitori, visitatori, trasportatori e ogni altro soggetto terzo (esterno) ammesso ad accedere ai locali e agli uffici del Titolare o ad altri luoghi comunque a quest’ultima riferibili.

**\***Rispetto a tali soggetti, la presente informativa integra quella già fornita per il trattamento dei dati personali funzionale all’instaurazione e all’esecuzione del rapporto di lavoro/collaborazione.

**FINALITÀ E BASE GIURIDICA DEL TRATTAMENTO**

I dati vengono raccolti per finalità di prevenzione dal contagio da COVID-19 nonché per garantire la sicurezza di tutti gli Interessati nell’attuale periodo di emergenza e anche al superamento dello stesso (tutela della salute e sicurezza dei lavoratori, tutela da eventuali contenziosi, tutela del patrimonio).

**N.B.:** Per far fronte al contenimento della pandemia, il Titolare adotta procedure di ingresso con registrazione degli accessi, e può prevedere la rilevazione della temperatura corporea e la registrazione della stessa (si procederà a registrare la sola circostanza del superamento della soglia stabilita dalla legge quando ciò sia necessario a documentare le ragioni che hanno impedito l’accesso ai locali/sedi).

La base giuridica per il trattamento dei dati relativi agli accessi (dati anagrafici, data e ora dell’accesso, documento di riconoscimento) è da individuarsi nell’art. 6, par. 1, lett. d) ed e) del GDPR in quanto necessario per la salvaguardia di interessi vitali sia dell’interessato che di altre persone fisiche e, in ogni caso, necessario per motivi di interesse pubblico nonché in base al Regolamento interno adottato. Per quanto concerne il trattamento del dato di superamento della soglia limite della temperatura corporea, lo stesso fonda sull’art. 9, par. 2, lett. g) del GDPR, in quanto il trattamento è “necessario per motivi di interesse pubblico rilevante sulla base del diritto dell'Unione o degli Stati membri”, in attuazione dei Protocolli di sicurezza anti-contagio. Inoltre il Titolare potrebbe anche essere chiamato, nell’ambito dell’attività di prevenzione e contenimento della pandemia svolta dalle Autorità sanitarie, a fornire a queste ultime i dati relativi all’accesso. In tal caso, il trattamento è un obbligo di legge (ex art. 6, par. 1, lett. c), GDPR).

**NATURA DEL CONFERIMENTO DEI DATI**

Il conferimento dei dati è facoltativo, ma, tenuto conto delle finalità perseguite, necessario per accedere ai locali/uffici dell’Ente. Il mancato, parziale o inesatto conferimento di tali dati avrà, come conseguenza, l'impossibilità di accedere ai locali del Titolare o ad altri luoghi comunque a quest’ultimo riferibili.

**DESTINATARI DEI DATI PERSONALI**

I dati personali sono trattati da personale dipendente/collaboratore della Provincia previamente autorizzato al trattamento (ex art. 29 del GDPR). I dati possono essere trattati anche da soggetti esterni formalmente nominati Responsabili del trattamento (ex art. 28 del GDPR), quali ad esempio fornitori di servizi di portierato, fornitori che erogano servizi tecnico/informatici, etc. I dati potranno essere inoltre comunicati alle istituzioni competenti e alle Autorità sanitarie affinché le stesse possano assolvere ai compiti e alle funzioni loro assegnate dalla vigente normativa.

**CONSERVAZIONE DEI DATI**

I dati relativi superamento della soglia limite di temperatura corporea saranno conservati sino al termine dello stato d’emergenza I dati relativi agli accessi saranno conservati per 3 (tre) mesi dalla data di acquisizione e poi successivamente distrutti. Nel caso insorga la necessità di impiegare detti i dati quali prove in sede giudiziaria, assicurativa o disciplinare, la conservazione si estenderà sino alla definizione del procedimento nell’ambito del quale gli stessi sono stati impiegati.

**TRASFERIMENTO DEI DATI PERSONALI**

I dati non verranno trasferiti in paesi terzi rispetto all’Unione Europea, salvo obblighi di legge.

**PROCESSO DECISIONALE AUTOMATIZZATO**

Non è previsto un processo decisionale automatizzato ai sensi dell’art. 13 c. 2 lettera f) del GDPR.

**DIRITTI DELL’INTERESSATO**

L'Interessato può rivolgersi al Titolare e/o al DPO per far valere i propri diritti, così come previsto dagli articoli 15-22 e 77 del GDPR. L’interessato ha inoltre diritto di proporre reclamo o una segnalazione all’Autorità di controllo dello Stato di residenza (Garante per la protezione dei dati personali). **N.B.:** Per maggiori informazioni sulle modalità di esercizio, si prega di prendere visione del documento denominato “Procedura Esercizio dei Diritti degli interessati” pubblicato sul sito dell’Ente.